
Table of contents

Forward 7

Acronyms and abbreviations 9

Introduction 11
1. Digital, mobile, and smart 11
2. A look at the literature: digitalisation, borders, and 

emerging perspectives 14
3. Methodological considerations: a comparative and 

multidisciplinary perspective on digital patrolling 16
4. Structure of the book and case studies selection 18

Chapter 1
Digital patrolling at EU borders 21

1.1. Digitalising the EU borders 21
1.2. Defining ‘digital patrolling’ along smart borderwork  24
1.3. Situational awareness, detection, and tracking: conflicting 

rationales and multipurpose technologies 31
1.4. Information management and risk analysis: beyond 

filtering and pre-empting mobility 36
1.5. The future of digital patrolling: towards a new role for 

automation?  40
Chapter 2
Digital patrolling in Greece: drones flying over sea and land borders 45

2.1. Setting the scene: digitalisation, militarization, and 
experimentation 45

2.2. Strategic frontiers: the Evros River, the Aegean Sea, and 
the Turkish side of the story 47

FUP Best Practice in Scholarly Publishing (DOI 10.36253/fup_best_practice)
Alice Fill, Digital Patrolling. Emerging Bordering Practices around Europe, © 2025 Author(s), CC BY 4.0, 
published by Firenze University Press, ISBN 979-12-215-0577-1, DOI 10.36253/979-12-215-0577-1

https://doi.org/10.36253/fup_best_practice
http://creativecommons.org/licenses/by/4.0/legalcode
https://doi.org/10.36253/979-12-215-0577-1


DIGITAL PATROLLING

6 

2.3. National and European priorities and funding  50
2.4. Deploying drones: Frontex, EMSA, and national authorities  52
2.5. Delineating the use of drones for border patrols: a 

rhizomatic and vanishing regulatory framework 54
2.6. The use of drones in endemic border violence: the case of 

pushbacks  62
Chapter 3
Situational awareness and border enforcement in Spain: the Sistema 
Integrado de Vigilancia Exterior (SIVE) 67

3.1. Surveillance at the Pillars of Hercules and beyond: 
securitisation and digitalisation of Spanish border control policies 67

3.2. Deployment and maintenance: the costs of one of Europe’s 
largest surveillance systems 72

3.3. The Sistema Integrado de Vigilancia Exterior in practice: 
situational awareness, detection, and risk analysis 74

3.4. Drones buzzing around the SIVE?  78
3.5. The legal framework: between pushbacks, the SIVE, and drones 79

Chapter 4
Navigating national, supranational, and international spheres: 
between digital patrolling and fundamental rights 87

4.1. From the eastern to the western route: a comparative 
analysis of digital patrolling 87

4.2. Technology and the law: rights at stake in digital patrolling 
operations 92

4.3. Human dignity in times of de-humanised surveillance 93
4.4. The right to seek protection: non-refoulement between 

access to asylum and border surveillance  96
4.5. Data protection and privacy rights: the grey area of border zones 100
4.6. Moving forward: data rights between interoperability and AI 110
4.7. The right to non-discrimination: differentiated treatment 

and protected grounds  114
4.8. Keeping States accountable? Sketched considerations on 

jurisdiction 117

Concluding remarks and pathways forward 121

List of cases, international legal instruments, and legislation 129
List of cases 129
International legal instruments and other documents  131
European Union legislation  132
National legislation  133

References 137

Index of Names 159


